EMORY EMORY

HEALTHCARE UNIVERSITY

NOTICE OF PRIVACY PRACTICES

THIS NOTICE DESCRIBES HOW PROTECTED HEALTH INFORMATION ABOUT YOU MAY BE USED AND DISCLOSED
AND HOW YOU MAY GAIN ACCESS TO THIS INFORMATION. PLEASE REVIEW IT CAREFULLY.

The Health Insurance Portability and Accountability Act of 1996 (HIPAA) directs health care providers, payers, and otherheal th care entities to
develop policiesand proceduresto ensure the security, integrity, privacy and authenticity of health informati on, and to safeguard access to and
disclosure of health information. The federal government has privacy rules which require that we provide you with information on how we might
use or disclose your identifiable health information. We are required by the federal government to give you our Notice of Privacy Practices.

OUR COMMITMENT TO YOUR PRIVACY

As a health care provider, we use your confidential health information and create records regarding that health information in order to provide
youwith quality care and to comply with certain legal requirements. We understand that this health information is personal, and we are
dedicated to maintaining your privacy rights under Federal and State law. This Notice appliesto records of yourcare created or maintained by
Emory Healthcare and by units of Emory University that are subject to HIPAA. For convenience, in this Notice, we collectively refer to Emory
Healthcare and those Emory University units covered by HIPAA as “Emory Healthcare.” We are required by law to: (1) make sure we have
reasonable processesin place to keep your health information private; (2) give youthis Notice of our legal duties and privacy practices with
respect to your health information; and (3) follow the terms of the Notice that are currently in effect.

ORGANIZED HEALTHCARE ARRANGEMENT

Emory Healthcare participates with other health care providers (each, a “Participating Covered Entity”) in Emory Health Network (“Company”), a
clinically integrated network of providers affiliated with Emory Healthcare. Through Emory Healthcare, the Participating Covered Entities have
formed one ormore organized systems of health care in which the Participating Covered Entities share health information about patients
necessary to carry out treatment, payment and health care operations, participate in joint utilization reviewor quality assurance activities, and as
such qualify to participate in an Organized Health Care Arrangement (“OHCA”), as defined by the HIPAA Privacy Rule. As OHCA participants,
all Participating Covered Entities may share the PHI of their patients for the Health Care Operations purposes of the OHCA. Although
Participating Covered Entities followthe privacy practicesdescribed in this Notice, they exercise their own independent medical judgment in
caringforpatients and they are solely responsible fortheirown compliance with the privacy laws. Emory Healthcare and Participating Covered
Entities remain completely separate and independent entities that are legally responsible for their own actions.

HOW WE MAY USE OR DISCLOSE YOUR HEALTH INFORMATION WITHOUT YOUR AUTHORIZATION

The following information describes different ways that we may use or disclose your health information without your authorization. Although we
cannotlistevery use or disclosure within a category, we are only permitted to use ordisclose your health information witho ut your authorization
ifit falls within one of these categories. If yourhealth information contains certain information regarding your mental health or substance abuse
treatment or certain infectious diseases (including HIV/AIDS tests or results), we are required by state and federal confidentiality laws to obtain
your consent prior to certain disclosures of the information. Once we have obtained your consent through your signing of the
Admission/Registration Agreement, we will treat the disclosure of such information inaccordance with our privacy practices outlined in this
Notice.

CATEGORIES FOR USES AND DISCLOSURES:

Treatment —We may use health information about you to provide you with medical treatment or services. We may disclose health information
aboutyouto doctors, nurses, technicians, medical students, residents, student nurses, or other health care personnelwho are involved in taking
care ofyouat Emory Healthcare orat another health care provider. For example, a doctor treating you for a broken leg may n eed to know ifyou
have diabetes because diabetes may slow the healing process. In addition, the doctor may need to tell the dietitian if you have diabetes so that
we can arrange for appropriate meals. Emory Healthcare departments may also share health information about you in orderto coordinate health
careitems or services thatyou need, such as prescriptions, labworkand x-rays. | understand that my treatment team may use technology
applicationsthat rely on machine learning and artificial intelligence to support various aspects of my care, including tasks like summarizing
medical information, drafting clinical notes, prioritizing emergency conditions, and streamlining financial processes. These tools technologies are
designed to enhance decision-making and efficiency but do not replace human judgment. My healthcare providers will remain responsible for all
decisionsrelated to my treatment. | also understand that some of these technologies are integrated into standard hospital sy stemsand are part
of the current standard of care.

Payment —We may use or disclose health information aboutyou in orderto billand collect payment for the services and items you may receive
fromus. For example, we may need to give your health insurance plan information about your surgery so that your health insurance plan will
pay us or reimburse youfor the surgery. We may also tellyourhealth insurance plan about a treatment you are going to receive in order to
obtain priorapproval or to determine whether your health insurance plan will cover the treatment. We may disclose to other health care
providers health information about you for their payment activities.

Health Care Operations —We may use and disclose health information about you for Emory Healthcare operations. Forexample, we may use
health information to review our treatment and services and to evaluate the performance of our staff in caring for you. We may also combine
health information about our patientsto decide what additional services should be offered, what services are notneeded, and whether certain
new treatments are effective. We may disclose your health information to doctors, nurses, technicians, medical students, residents, nursing staff
and otherpersonnelforreview and learning purposes. We may combine the health information we have with health information from other
health care providers to compare how we are doing and see where we can make improvements in the care and services we offer.

Health Information Exchanges (HIE) — Health information exchanges allow health care providers, including Emory Healthcare, to share and
receive information about patients, which assistsin the coordination of patient care. Emory Healthcare participates in an HIE that may make
your health information available to other providers, health plans, and health care clearinghouses for treatment or payment purposes. Your
health information may be included inthe HIE. We may also make your health information available to other health exchange services that
requestyourinformation for coordination ofyourtreatment and/or payment for servicesrendered to you. Participation in the HIE is voluntary,
and you have therightto opt out. DuringEmory Healthcare’s normal business hours, patients or their personal representatives may call the
Release of Information Call Center at 404-712-4111 with averbal requestto optoutof the HIE. During afterhours, weekends, and holidays,
patientsor their personal representative may call the Making Data Healthy team at 404-712-6344 to verbally request to opt out of the HIE.
Additional information on Emory Healthcare’s HIE can be found at our website, www.emoryhealthcare.org/ehealthexchange.

Business Associates—Wemay share your health information with business associates—third parties that provide services on our behalf, such
as electronic medical records systems, processing of healthcare data, billing, data analysis, IT support, or qualityimprovement. These business
associates are required by law to protect your information and comply with HIPAA regulations.”

Appointment Reminders, Follow-up Calls and Treatment Alternatives —We may use or disclose health information to remind you that you
have an appointment orto checkonyou after you havereceived treatment. If you have an answering machine we may leave a message. We
may also send ap pointment reminders via text message or email. We also may send you apost card appointment reminder. We may contact
you about possible treatment options or alternatives or other health related benefits or services that maybe of interest to you.

Fundraising Activities— As a nonprofit health system, support from generous patients and families builds Emory Healthcare and the Robert
W. Woodruff Health Sciences Centerand remains essential to continue life-saving health care, research, and education operations. We may
use health information to contact you for fundraising opportunities. We are allowed to and may use demographic information to contact you,
such as your name, address, phone number, ordate of birth. Wemay also use the dates you received treatment or services, department of
service, outcomesinformation, treating physician information and health insurance status. You have the right to opt out of fundraising
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communications. If you do not want Emory Healthcare orthe Woodruff Health Sciences Centerto contactyou forfundraising efforts, you may
optout by calling 404-712-4483, emailing eurec@emory.edu, or by submitting the request in writing to the Advancement and Alumni
Engagement Office,1762 Clifton Road, Suite 1400, Atlanta, Georgia 30322. If you do not want the DeKalb Medical Foundationto contact you for
fundraising efforts forEmory Decatur Hospital, Emory Hillandale Hospital, or Emory Long- Term Acute Care, formerly known as DeKalb
Medical, you may opt out by e-mailing foundation@emoryhealthcare.org or calling 404-501-5956. Your decision whether or not to receive
fundraising communications will not affect your ability to receive health care services at Emory Healthcare.

Emory Healthcare Directory—We may use or disclose health information about you in the patientdirectory while you are a patient at an Emory
Healthcare facility. Thisinformation may include your name, location in the facility, your general condition (e.g., fair, stable, etc.) and your
religious affiliation. The directory information, except for yourreligious affiliation, may be released to people who ask for you by name. Your
religious affiliation may be given to amember ofthe clergy, such as a priestorrabbi, even if they don’t ask for you by name. This is so your
family, friends and clergy can visityou in the hospital and generally knowhow you are doing. You willbe giventheoptionn ot to be listed in the
directory. If you choose notto be listed inthe directory, we willnot be able to tell any family or friends thatyou are in the facility, nor will we be
able to tell flower couriers where you are located.

Individuals Involved in Your Care or Payment for Your Care — Unlessyou object, we may disclose health information to a friend or family
member who is involved in yourmedical care orwho assistsin taking care of you. We may also give information to someone who helps pay for
your care. We may tell your family orfriendsyour general condition and that you are in the hospital. In addition, we may disclose health
information about you to an entity assisting in a disaster relief effort so that your family can be notified about your condition, status and location.

Research — Researchers may conduct Records Research or Clinical Research that uses ordiscloses health information. Records Research is
research that looks at health information in medical records. Forexample, aresearch project may compare the medical records of patients who
received one medication to those who received another for the same condition. Clinical Research is research that involves drugs, devices,
procedures or otherinterventions with participants. For example, a patient may take partinaclinical study to see if a new drug is effective to
treata disease. Some typesofresearch are covered by HIPAA and othertypes are not. However, forall types of research that use or disclose
identified health information from your medical records, we will obtain your written auth orization except when (a) an Institutional Review Board
determines in advance thatuse or disclosure of your health information meets specific criteria specified by law; (b) the researcher provides
representation that he/she will only use the health information to prepare aresearch protocol orfor similar purposes to prepare for a research
projectand that he/she willmaintain the confidentiality of the information and will not remove any of the health information from Emory
Healthcare. Emory Healthcare may also disclose health information to aresearcher if, (c)itinvolves health information of deceased patients and
theresearcher certifies the information is necessary for research purposes; or (d) a researcher obtains data with certain very non-specific
geographic identifiers (forexample, azip code) called alimited data setand agrees to use the data only forresearch orpublichealth purposes.
If youwould like more information on the privacy policiesregarding the disclosure of your health information for research that is covered by
HIPAA you may contactthe Emory Healthcare Privacy Office at ehccompliance@emoryhealthcare.org. If you would like more information on the
privacy policiesregarding use of yourhealth information forresearch thatis covered by HIPAAyou may contact the Emory University Privacy
Officer, Emory University Office of Ethics and Compliance, 1599 Clifton Road, N.E., 5th Floor, Atlanta, Georgia 30322.

As Required By Law — We will use or disclose health information when required to do so by federal, state or local law.

To Avert a Serious Threat to Health or Safety — We may use or disclose health information when necessary to prevent a serious threat to
your health and safety, orthe health and safety of another person or the public. Any disclosure, however, would only be to someone able to help
prevent the threat.

SPECIAL SITUATIONS
We may also use or disclose your health information without your authorization in the following situations:

Organ and Tissue Donations —to organizations that handle organ procurement or organ, eye or tissue transplantation or to an organ donation
bank, as necessary, to facilitate organ or tissue donation and transplantation.

Military and Veterans — to military command authorities as required, if you are amember of the armed forces. We may also disclose health
information about foreign military personnel to the appropriate foreign military authority.

Workers’ Compensation — to workers’ compensation or similar programs that provide benefits for work-related injuries or ililnesses.

Public Health Activities —to public health agencies or othergovernmental authorities to report public health activities or risks. These activities
generallyinclude the following: to prevent orcontrol disease, injury or disability; to report births and deaths; to report child abuse or neglect; to
reportreactionsto medications or problems with products; to notify people of recalls of products they may be using; to notify aperson who may
have been exposedto adisease ormay be atrisk for contracting or spreading a disease or condition as authorized by law; to notify the
appropriate government authority if we believe a patient has been thevictim of abuse, neglect or domestic violence (we will only make this
disclosure if you agree or when required or authorized by law).

Health Oversight Activities —to ahealth oversight agency for activities authorized by law and the Secretary of the Department of Health and
Human Services. Examples of oversight activities include: audits, investigations, inspections, and licensure. Oversight activities are necessary
for the government to monitor the health care system and government programs to ensure compliance with civil rights laws and to enforce
privacy regulations.

Lawsuits and Disputes —in response to a court or administrative orderifyou are involved in a lawsuit or a dispute. We may also disclose
health information about you in response to a subpoena, discovery request, orother lawful process by someone else involved i n the dispute, but
only if efforts have been made to tell you about the request or to obtain an order protecting the health information requested.

Law Enforcement —undercertain circumstancesin response to a court order, subpoena, warrant, summons or similar process; or upon
request by alaw enforcement official(s) for certain law enforcement purposes. We may report a death that we believe may be the result of
criminal conduct or report suspected criminal conduct occurring on our premises. We may also reportinformation related to a suspected crime
discovered in the course of providing emergency medical services.

Reproductive Healthcare—Emory Healthcare will not use or disclose protected health information (PHI) related to your reproductive

healthcare, when: (1) your reproductive healthcareis lawful, (2) yourreproductive health care is protected, required orauthorized by federal law
(includingtheU.S. Constitution) regardless of the state in which the health care is provided, or(3) yourreproductive healthcare was provided by
a person other than the covered healthcare provider that received therequest for PHI. We will only disclose PHI related to law enforcement
when all threeofthe following conditions are met: (1) The disclosure is not subjectto the prohibition explained above; (2) The disclosure is
required by law;(3) The disclosure meets all applicable conditions of the Privacy Rule permission to use or disclose PHI as required by law.

Coroners, Medical Examiners and Funeral Directors —to acoroner or medical examiner. This may be necessary, for example, to identify a
deceased personordetermine the cause of death. We may also release health information about patients of Emory Healthcare to funeral
directors as necessary to carry out their duties.

National Security and Intelligence Activities —to authorized federal officials forintelligence, counterintelligence, and other national security
activities authorized by law.

Protective Services for the President and Others —to authorized federal officials so they may provide protection to the President of the
United States, other authorized persons or foreign heads of state or to conduct special investigations.

Inmates —to the correctional institution or law enforcement official, if youare an inmate of a correctional institution orunderthe custody of alaw

enforcement official. This release would be necessary (1) forthe institution to provide you with health care; (2) to protectyour health and safety
or the health and safety of others; or (3) for the safety and security of the correctional institution.
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USES AND DISCLOSURES WHICH REQUIRE YOUR AUTHORIZATION

Mostuses and disclosures of psychotherapy notes, uses and disclosures for marketing purposes, disclosures that constitute a sale of health
information, and other types of uses and disclosures of your health information not described in this Notice require an authorization and will be
made onlywith your written auth orization. You may revoke yourauthorization by giving written notice to the medical records department where
youreceived yourcare. If you revoke your authorization, we willno longer use ord isclose your health information as permitted by your initial
authorization. Please understand that we will not be able to take back any disclosureswe have already made and that we are still required to
retain our records containing your health information that documents the care that we provided to you.

YOUR RIGHTS REGARDING YOUR HEALTH INFORMATION

Rightto Inspect and Copy —You havetherightto inspectand obtain a copy of yourmedical record or billing record. Toinspectand copy your
medical orbillingrecord, you must submityour requestinwriting to the Medical Records Department or Billing Department of the facility where
youreceivedyourcare. Youneed toinclude in your request your name, or if acting as a personal representative, include the name of the
patient, your contact information, date of birth and dates of service if known. To the extent that your health information is maintained
electronically and you request the information in an electronic format, to the extent possiblewe will provide you a machine readable copy. If you
requestacopy, youwillbe charged a fee for the costs of copying, mailing or other supplies associated with your request. W e may deny your
requestto inspect and copy recordsin certain limited circumstances; however, you may requestthatthe denialbe reviewed. A licensed health
care professional chosen by Emory Healthcare will review your request and the denial. Theperson conducting thereviewwilln ot be the person
who denied yourrequest. We will comply with the outcome of the review. Emory Healthcare might not retain medical records from other facilities
forinclusioninyour medical record ordesignated record set. These could include radiology films, scans orcompact discs th at were ormight be
provided to your Emory Healthcare provider. Please check with your physician or clinicad ministrator if you have any questions regarding this

policy.

Right to Request an Amendment —If you feel that health information we have about you isincorrect, you may ask us to amend it. You have
therighttorequestan amendmentfor as long as the health information iskeptby or for Emory Healthcare. To request an amendment, your
request mustbe made in writing and submitted to the medical records department of the entity where you received your care. In addition, you
must provide areason that supports your request. Youneed to include in your request yourname, contact information, date of birth and dates of
serviceifknown. If you are acting as a personal representative, include the name ofthe patient, your contactinformation, date of birth and dates
of service if known. For additional information go to https://www.emoryhealthcare.org/patients-visitors/medical-records.html. We may deny your
requestfor an amendmentifitis notin writing or doesnotincludeareasonto supportthe request. In addition, we may deny yourrequest if you
ask us to amend health information that:

e Was not created by us, unless the person or entity that created the health information is no longer available to make the

amendment;

e Isnotpartofthe health information kept by or for Emory Healthcare;

e Isnotpartofthe health information which you would be permitted to inspect and copy; or

e |s accurate and complete.

Rightto an Accountingof Disclosures —You have therightto requestalist of the disclosures we made of your health information except for
disclosures:

e fortreatment, payment or health care operations,

e  pursuantto an authorization,

e incidentto a permitted use or disclosure, or

e for certain other limited disclosures defined bylaw.

To requestthis list of disclosures, you must submityourrequestin writing to the Emory Healthcare Privacy Office at 2201 Henderson MillRoad,
1stFloor, Suite 150, Atlanta, GA 30345. Your request must specify atime period forwhich youare seekinganaccounting of disclosures and
include your name, contact information, date of birth and dates of service if known. If you are acting as apersonal represen tative, include the
name of the patient, your contact information, date of birth and dates of service if known. You may notrequestdisclosures that are more than
six years fromthe date of your request or that were before April 14, 2003. Your request should indicate in what form you wan t the list, for
example, on paperor electronically. Thefirst list you request within a 12-month period will be free. For additional lists, we may charge you for
the costs of providing the list. We will notify you of the costinvolved and you may choose to withdraw or modify yourrequest at that time before
any costs are incurred.

Right to Request Restrictions —You have the rightto request a restriction orlimitation on the health information we use or disclose about you
for treatment, payment or health care operations. You also have the rightto requestalimit on the health information we dis close about you to
someone whois involved in your care orthe paymentfor yourcare, like afamily member orfriend. For example, you could ask that we not use
or disclose information about a surgery you had. Exceptas otherwise required by law, we will comply with a request to restrict disclosure of
health information to a health plan forpurposes of carrying out payment or healthcare operations, BUT ONLY ifthe healthinformation you ask
to be restricted from disclosure pertains solely to a health care item or service for which you have paid out of pocket, in full. We are not
required to agree to any other requests. Ifwe do agree, we will comply with your request unlessthe information is needed to provide you with
emergency treatment. We have theright to revoke our agreement at any time, and once we notify you of this revocation, we may use or
disclose yourhealth information without regard to any restriction orlimitationyou may have requested. To request restrictions, you must make
your requestin writing to the Emory Healthcare Privacy Office, 2201 Henderson Mill Road, 1st Floor, Suite 150, Atlanta, GA 30345. In your
request, you must tellus (1) what information you want to limit; (2) whetheryouwantto limit ouruse, disclosure or both; and (3) to whom you
want the limits to apply, for example, disclosures to your spouse.

Right to Request Confidential Communications —You havetheright to request that we communicate with you about medical matters in a
certain way or at a certain location. For example, you can ask that we only contact you at work or by mail. To request confid ential
communications, you must make yourrequestinwriting to the Emory Healthcare Privacy Office, 2201 Henderson Mill Road, 1st Floor, Suite
150, Atlanta, GA 30345. You will need to include your name, or if acting as a personal representative, include the name of th e patient, contact
information, dateof birth and dates of service if known. We will not ask you the reason for your request. We will work to accommodate all
reasonable requests. Your request must specify how or where you wish to be contacted.

Right to Receive a Paper Copy of This Notice —Even ifyou have agreed to receivethis Notice electronically, you have theright to receive a
paper copy ofthis Notice, which you may ask for at any time. You may obtain a copy ofthis Notice at our website, www.emoryhealthcare.org.
To obtainapaper copyofthis Notice, write to the Emory Healthcare Privacy Office, 2201 Henderson Mill Road, 1st Floor, Suite 150, Atlanta,
GA 30345.

Right to Receive Notification of aBreach of Your Health Information —We have putin place reasonable processes and procedures to
protect the privacy and security of your health information. If thereis an unauthorized acquisition, access, use, or disclos ure of your
protected health information we will notify you as required by law. The law may not require notice to you in all cases. In some
situations, even if the law does not require notification, we may choose to notify you.

CHANGES TO THIS NOTICE

Wereservetherightto change thisnotice. We reserve theright to make the revised or changed notice effective for health information we
already have aboutyou as well as anyinformation we receive in the future. We will post a copy of the current Notice at Emory Healthcare
facilities and you may request a copy of the current notice. In addition, the current notice will be posted at www.emoryhealthcare.org.

COMPLAINTS

If you believe your privacy rights have been violated, you may file a complaint by writingto the Chief Privacy Officer, Emory Healthcare, 2201
Henderson MillRoad, 1st Floor, Suite 150, Atlanta, GA 30345. You may also filea complaint with the Secretary of the Department of Health and
Human Services, http://www.hhs.gov/ocr/privacy/hipaa/complaints. You will notbe penalized forfiling a complaint. For further information, you
may send written inquiries to the Emory Healthcare Privacy Office, 2201 Henderson MillRoad, 1st Floor, Suite 150, Atlanta, G A 30345 or calling
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404-778-2757.

This Notice of Privacy Practices applies to the following organizations:

Emory Healthcare facilities that will abide by this notice include but are notlimited to: Emory University Hospital, Emory U niversity Orthopedics
and Spine Hospital, Emory University Hospital Midtown, Emory Johns Creek Hospital, Emory Saint Joseph’s Hospital, Emory Decatur Hospital,
Emory Hillandale Hospital, Emory Ambulatory Surgery Care Center at Dunwoody, Emory Ambulatory Surgery Center at Lagran ge, Emory
Ambulatory Surgery Centers, Emory Clinic, Emory Children’s Center, Emory Specialty Associates, EmoryBudd Terrace, Emory Wesley Woods
Center, Emory Dialysis Center,LLC, Emory Long-Term Acute Care, Emory Rehabilitation Hospital in Partnership with Select Medical, Emory
Rehabilitation Outpatient Center in Partnership with Select Medical, Emory, Emory Physical Therapy. Thislist of facilities may change from time
to time; you may obtain an updated list of facilities by sending your request to ehccompliance@emoryhealthcare.org or calling 404-778-2757.

Emory University is called a “Hybrid Covered Entity” underthe HIPAAregulations. Thisis because the University has some componentsthat are
covered by HIPAA (thereafterreferred to as, “Covered Component”) and othersthat are not. The following Emory University facilities have a
Covered Component the Schoal of Medicine, Schoolof Nursing, School of Public Health, Emory College and Emory University Graduate
School Departments of Psychology, Student Health Services, Oxford College Student Health Service, Autism Center, Psychoanalytic Institute,
and the Clinicaland Translational Research Lab. These facilities may change from time to time; you may obtain an updated list of facilities by
calling 404-727-2398.

Emory Healthcare facilities are clinically integrated and part of an organized healthcare arrangement (OCHA) with its components and other
components of Emory University. Yourhealth information may be disclosed between the University’s Covered Components and the University
may disclose yourhealth information to Emory Healthcareif necessaryto carry out treatment, payment or health care operations related to the
OCHA. All components of the OCHA arrangement are required to abide by this Notice.
Individualswhoworkin a Covered Component must followHIPAA and this NPP. Individualsin a facility work as a part of the facility’s Covered
Component when they perform one of the following activities:

a. Treatpatientsand billinsurance or government programs for that treatment. (Note: Student patients are covered by the Family

Educational Rights and Privacy Act instead of HIPAA),
b. Take or process payment for health care services that are billed to insurance or a government program, and/or
c. Perform health care operations.

NOTE: The Emory University Group Health Plan operates undera separateNotice of Privacy Practices and therefore does not follow this Notice

Emory Healthcare complies with applicable Federal civil rights laws and does not discriminate on the basis of race, color, national origin, age,
disability, or sex.

Emory Healthcare cumple conlas leyesfederalesde derechos viviles aplicablesy no discrimina por motivos de raza, color, nacionalidad, edad,
discapacidad osexo.

Emory Healthcare tuan th luat dan quy&n hién hanh cla Lién bang va khéng phan biét ddixdrd watrén chiing toc, mau da, ngudn gbc québc gia,
dé tudi, khuyét tat, hoac gidi tinh.

Vv

ATTENTION: Ifyou are an individual with limited English language proficiency assistance services, free of charge are available toyou.
ATENCION: si habla espafiol, tiene a su disposicion servicios gratuitos de asistencialingistica. CHU Y:Néuban néi Tiéng Viét, c6 cac dich vu
hé trg ngdn ngtr mién phidanh cho ban.

v

Non-Discrimination Policy: http://www.emoryhealthcare.org/patients-visitors/non-discrimination-policy.html

Effective Date: April 2003 — Revised Dates: June 16, 2004, February 2012, June 2013, July 2014, September 2016, September 2018, December 2019, February 2022,
October 2022, March 2025

Page 4 of 4



